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Agenda 

 

 

DAY 1 

Tuesday 07, March 2023 

Time (GMT-4) Webinar Speakers 

0900-0905 Opening remarks by CariSec Global 
Edward Millington – Managing 

Director, CSG 

0905-0930 Featured guests’ opening remarks 

 Michelle Smith-Mayers - 

Executive Director, BCSI 
 Rodney Taylor - Secretary 

General, CTU 
 Lieut. Mario Brooks - USVI 

Assistant Commissioner of 
Police 

 Steven Baer – CTO, 
Trustwave 
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0935-1050 

Cyber Risk for Business Leaders 
 

The session exposes senior government officials, 
business leaders, senior executives, etc. to the 

following topics of discussion by global seasoned 
global security experts, demonstrating the need to 

take ownership of the security-culture and its 
continuing development throughout institutions, 

organisations, industries, etc. 
 

 

Topics: 

 Global Cyber threats: Is the business at risk? 

 Integrating Cyber and IT Risks into the overall 
Risk Management Program 

 Guidance: The importance of strategic 
Cybersecurity Programs 

 Board Level point of view on Cybersecurity 
Risk: KPIs 

 

 Edward Millington – Managing 
Director, CariSec Global 

 Stéphane Nappo - Vice 
President, Cybersecurity 

Director & Global Chief 
Information Security Officer, 

Group SEB 
 Scott Foote, Managing 

Director, Phenomenati 
 Steven Baer – CTO, 

Trustwave 

1050-1100 BREAK  
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1100-1200 

Strategic Response to Cyber Attacks 
 

The cybercrime criminal enterprised is a very well-
committed and oiled process. This session will share 

with senior officials and business executives the 
sophisticated strategies used by cybergangs and the 

business security strategies that need to be 
developed for Incident Management - all based on 

International Standards (NIST, ISO), Frameworks 
(NIST, FIRST), and Certifications (CREST). 

 

Topics: 

 Cyber Gangs and their sophistication in 

compromising and breaching organizations 
 Incident Response Standardization Strategies 

 

Jason Bergerson - Director, 
SpiderLabs Security - 

Trustwave  
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1205-1235 

Digital Forensics of Cybercrime 
 

An organisation at some point in its digital history 
will either be compromised and most likely 

breached!   
 

Understanding cybercrime and its effects on the 
organisation is key in monitoring and defending 

against such cyber-attacks but when there do occur, 
digital artefacts (remnants of the crime: cyber) is 

very important in criminal investigations and 

prosecution - dissuading future attacks. 
 

Topics: 

 Effects of Cybercrime on businesses 

 The importance of Digital Artefacts for cyber-

criminal investigations 

Neil Hinds 
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DAY 2 

Wednesday 08, March 2023 

0900-0930 

Regional Cyber Climate 
 

Panel discussion by leading bodies on how their 

members are managing cybersecurity and how those 
strategies are developing and their role in the 

process. 

 Steven Williams – Data Privacy 

Consultant, The Barbados Coalition of 
Service Industries (BCSI) 

 Phillip Lewis – Councilor, The Barbados 
Chamber of Commerce and Industry 

(BCCI) 
 

0935-1050 

The Economics of Cybercrime 

 
Cyber-risk to businesses can be very costly. 
Understanding this cost is key in developing and maturing 

strategies in the cybersecurity risk-management of cyber-
risk. 

 

 Steven Baer – CTO, Trustwave  
 Paul Barnes, Northpoint 

1050-1100 BREAK  
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1100-1200 

Building Effective Cybersecurity Programs 

 
Protecting organisations against cyber-attacks and 
reducing their effects, if successful, is only possible 

through an effective and efficient Information Security 
Governance Program. This session discussed the 

importance of such a strategic program, its risk-based 
applications, and maturing operations, including its 
awareness and security culture development. 

 
Topics: 

 The Information Security Governance Program 
 Integrated Cybersecurity & IT Risk Management 

Program and Compliance 

 Cybersecurity Capability Maturity Model 
 Creating the Security Culture: Training Strategies 

 

 Edward Millington – Managing Director, 
CariSec Global 

 David Primor - Founder & CEO, Cynomi 
 Paul Eversley – CEO, KPN Consulting 
 Phillip Lewis – Councilor, The Barbados 

Chamber of Commerce and Industry 

(BCCI) 
 Albert Prelvukaj - Senior Business 

Development Manager - North America, 
PECB 
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1205-1305 

Data Risk Management 

 
Businesses today are data-driven and the risk to such 
data can mean all types of business risks. Therefore, data 

risk management is key and this session discusses this 
topic in a strategic manner, helping to reduce data losses, 

increase business recovery time (return to operations 
after a cyber incident) and the protection of data from a 
breach. 

 
Topics: 

 What is Data resilience? 
 Data Resilience strategy 
 Protecting Critical Data 

 

 Kevin Bailey – VP Strategy, CyBrilliance 
 Guy Bavly – CEO, Actifile 

 Elisha Riedlinger – COO, NeuShield 

1310-1320 Closing Remarks 

 Edward Millington – Managing Director, 
CariSec Global 

 Michelle Smith-Mayers - Executive 

Director, Barbados Coalition of Service 
Industries (BCSI) 

 


